DDMS 5 XML Schema 
Release Notes
	This document is a part of the DoD Metadata Specification (DDMS) XML version 5.  The intent of this release is to provide the community with an authoritative version of DDMS 5.0.  
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[bookmark: _Toc339992155]Purpose
The purpose of this document is to provide a brief description of the approach used to revise DDMS 4.1 to DDMS 5. 
Primary Objectives:
· Remove the DDMS GML Profile in favor of TSPI.  This updates the version of GML to 3.3.  TSPI elements and geospatial concepts replace the previous geospatial constructs in DDMS. (CR 2012-07)
· Recast DDMS as an Assertion within a Trusted Data Object (TDO, part of the IC Trusted Data Format specification).  This results in a new top level DDMS structure.  Discovery metadata is contained in a DDMS assertion in the TDO.  (CR 2012-11)
Secondary Objectives:
· Update DDMS to import the most recent IC-ISM specification as required by the TDF version 1 specification. (CR 2012-11)
· Remove all minimum element requirements, to allow for described resource lifecycles that may not have full-formed metacards.  This has been implemented in a different way than first discussed with the community.  The implementation of DDMS as a TDO assertion results in a minimal set of metadata that is dictated by the structure and content of the TDO, without a discovery metadata assertion.  Incorporation of a discovery metadata assertion is only useful if discovery metadata is required in the assertion.  The need to use schematron for comprehensive validation of a DDMS metacard (now a TDO-that incorporates a DDMS assertion) remains as described in the CR. (CR 2012-06)
· Import a new Virtual Coverage schema. (CR 2012-10)
Additional CRs under consideration, but which the Tiger Team has not recommended implementing, are:
· Incorporate the UCore Subject Thing.  This is satisfied by the use of a subjectCoverage/Category element, where the qualifier is the UCoreTaxonomy and the value is a value from the taxonomy. (CR 2012-08)
· Allow linkages between different coverage elements. (CR 2012-09)

[bookmark: _Toc339992156]In-Depth Change Request breakdown
Because of the scope of the changes due to the CRs considered primary objectives of this release, the impact of those changes is broken down here.
[bookmark: _Toc339992157]CR 2012-06 (Cardinality):
1. Added a simpleTokenType and replaced the use of xs:string to ensure that no attributes or elements were allowed with only white space, tab, and/or newline characters and to disallow empty elements.  This was a global change where strings were allowed as the value in an element or attribute.
[bookmark: _Toc339992158]CR 2012-07 (TSPI):
1. Removed DDMS-GML-Profile
2. Removed GeospatialCoverage_attributeVocabularyDefinitions
3. Added TSPI import to DDMS-GeospatialCoverage
4. Removed the boundingBox element as it is replaced with the TSPI envelope
5. Removed verticalExtent as it is implemented within the TSPI spec as a 3 dimensional location.
6. Within geographicIdentifier:
a. Due to the new guidance that the GENC standard be the default standard for DDMS, some adjustments were made to the country code attribute set to allow this.
b. The old “qualifier” and “value” tuple has been modified to “codespace” and “code”
c. The codespace attribute holds the GENC codespace defining the authoritative source for the associated code.  The code attribute holds the valid code for the country.  i.e. the codespace would be "urn:us:gov:dod:nga:def:geo-political:GENC:3:ed1” and the code would be “ge:GENC:3:ED1:USA”.  There are other codespace and code representations defined in the GENC standard, please refer to it for authoritative formatting of the codespace and code in ddms:countryCode.
7. Within boundingGeometry:
a. Removed gml:Polygon and gml:Point and replaced them with tspi:Polygon and tspi:Point.  It may be important to note that tspi:Polygon allows for both an inner and outer ring, enabling the “donut” shape.
b. Added tspi:Envelope to take the place of ddms:boundingBox.
c. Added tspi:Circle and tspi:Ellipse as two new capabilities within boundingGeometry
8. Within postalAddress, postalAddressGroup:
a. Removed the previous structure of street, city, state, province, postalCode, and ddms:countryCode and replaced them with tspi’s AbstractPhysicalAddress that brings in substitution groups of GeneralAddressClass, IntersectionAddress, NumberedThoroughfareAddress, TwoNumberAddressRange, USPSGeneralDeliveryOffice, USPSPostalDeliveryBox, USPSPostalDeliveryRoute, and UnnumberedThoroughfareAddress.
CR 2012-10 (cyberAddress)
[bookmark: _GoBack]Revised the definition of ddms:virtualAddress to be based on an import of the new VIRT schema provided by the IC.  This schema is expected to evolve to include more content related to cyber security requirements.
[bookmark: _Toc339992159]CR 2012-11 (IC-TDF)
1.  Removed all attributes under ddms:resource.  
1. Added a new ‘compliesWith’ attribute for changes from CR06
1. Removed noticeList and accessGroup from metacardInfo
1. Removed ddms:security
1. Removed ddms extension point (use of any ##other) as the extensions are now additional assertions within the TDO/TDC structure
[bookmark: _Toc339992160]Generating a stand-alone DDMS metacard
As a result of implementing CR2012-11, the DDMS resource no longer contains all the metadata needed to stand-alone.  Instead, it generates a DDMS assertion that can be embedded in a TDO.  To create a stand-alone discovery metacard the schema starting point is the tdf:tdo structure of the TDF specification.  The TDO will include an EDH scoped “TDO” containing the metacard creation and security metadata for the metacard, an EDH scoped “payload” containing the security metadata for the payload (the payload is typically the DDMS:identifier in a DDMS metacard), a DDMS resource (the discovery metadata assertion), and a payload (the DDMS identifier content serves as the payload).  More details on the use of the TDO format is in the Data Encoding Specification for Trusted Data Framework.
Included in the package is a transform that will turn a 4.1 DDMS into a TDO with DDMS 5 assertion.  This transform will allow the reviewer to assess the structure from the known DDMS 4.1 starting point and examples.
