Data Use Agreement


<Project Name> Data Use Agreement

Background:
This section provides a background of the project, as well as information about the information exchange between the various data exchange partners.
Purpose:
The purpose of this document is to describe how the data will be protected, used, and removed, and to establish who is permitted to view and use the data. 

Controls:

Upon receipt of the data, the <Project Name> team will ensure the data is secured by:

1. Storing the data in a controlled access facility. 

2. Ensuring password protection on the server where data is stored. 

3. Regularly changing the server passwords.
4. Ensuring that the data is not duplicated or disseminated.
5. Ensuring that the data is properly disposed of when the project is complete or when requested by the data owner.

Implementation of Controls:
The table below outlines how the aforementioned Controls are implemented:

	Security Control
	Implementation

	Controlled Access Facility
	· 

	Password Protection
	· 

	Network Connectivity
	· 

	Server and Data Access
	· 

	Data Disposal
	· 


