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Overview

ÅPursuant to Executive Order 13467, as amended, the Director of National Intelligence (DNI) serves 
as the Security Executive Agent (SecEA), responsible for developing, implementing, and 
overseeing uniform policies and procedures governing the conduct of investigations and 
adjudications for eligibility for access to classified information or to hold a sensitive position. 

ÅOn December 14, 2016, the DNI signed Security Executive Agent Directive (SEAD) 3, Reporting 
Requirements for Personnel With Access to Classified Information or Who Hold a Sensitive 
Position, effective 12 June 2017.

ÅThis briefing describes the foundation of that landmark policy, how it applies to individuals 
working for the federal government, and applicable reporting requirements.
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Foundation for SEAD 3 Development

ÅSEAD 3 establishes standardized reporting requirements across the federal government for all 
άŎƻǾŜǊŜŘ ƛƴŘƛǾƛŘǳŀƭǎέ όŘŜŦƛƴŜŘ ƻƴ {ƭƛŘŜ рύ ǿƘƻ have access to classified information or hold a 
sensitive position.

ÅSEAD 3 was developed with subject matter experts across the federal government to promote 
consistency in personnel security reporting requirements for all covered individuals. 

ÅThe reporting requirements outlined in SEAD 3 address the need for covered individuals to report 
information to their department or agency (D/A) in a more timely manner. 

ÅSEAD 3 was designed to strengthen the safeguarding of national security equities, such as national 
security information, personnel, facilities, and technologies.



Key Definitions

ÅClassified national security information or classified information: Information that has been determined 
pursuant to EO 13526 or any predecessor or successor order, or the Atomic Energy Act of 1954, as amended, to 
require protection against unauthorized disclosure.  

ÅNational Security Eligibility: Eligibility for access to classified information or to hold a sensitive position, to 
include access to sensitive compartmented information, restricted data, and controlled or special access 
program information.

ÅUnauthorized Disclosure: A communication, confirmation, acknowledgement, or physical transfer of classified 
information, including the facilitation of, or actual giving, passing, selling, publishing, or in any way making such 
information available to an unauthorized recipient.
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Key Definitions (ŎƻƴΩǘ)

ÅCovered individuals: Individuals (to include contractors, subcontractors, licensees, certificate 
holders, grantees, experts, and consultants) who:

ÇPerform work for or on behalf of the executive branch who have been granted access to classified information 
or who hold a sensitive position;

ÇPerform work for or on behalf of a state, local, tribal, or private sector entity, who have been granted access 
to classified information; or

ÇServe in the legislative or judicial branches and have been granted access to classified information

ÅSensitive Position: Any position within or in support of an agency in which the occupant could bring about, 
by virtue of the nature of the position, a material adverse effect on national security regardless of whether 
the occupant has access to classified information and regardless of whether the occupant is an employee, 
military service member, or contractor. The designation levels of Noncritical-sensitive, Critical-sensitive, and 
Special-sensitivedetermine the degree to whicƘ ŀƴȅ ǇŜǊǎƻƴ ƛƴ ǘƘŜ Ǉƻǎƛǘƛƻƴ ŎƻǳƭŘ ŎŀǳǎŜ ŀ άƳŀǘŜǊƛŀƭ ŀŘǾŜǊǎŜ 
ŜŦŦŜŎǘ ƻƴ ƴŀǘƛƻƴŀƭ ǎŜŎǳǊƛǘȅΦέ
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Why is Reporting Important?

ÅCovered individuals incur a continuing security obligation to be aware of the risks associated with 
foreign intelligence operations and/or possible terrorist activities directed against them in the 
U.S. and abroad, and to be aware theypossess or have access to information that is highly sought 
after by our foreign adversaries and competitors, including, but not limited to:

ÇClassified or sensitive information vital to national and economic security

ÇEmerging technologies and pioneering research and development

ÇInformation relating to critical infrastructure sectors

ÇProprietary secrets

ÇSecurity or counterintelligence information 

Å Covered individuals have a special and continuing obligation and responsibility for recognizing 
and avoiding personal behaviors and activities that may impact their continued eligibility for 
access to classified information or to hold a sensitive position.
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