### DNI Production Workload Statistics Report With Case Listing

**Reporting Period:** 6/1/2020 to 7/1/2020

<table>
<thead>
<tr>
<th>Case Number</th>
<th>Case Subject</th>
<th>Requester</th>
<th>Open Initial</th>
</tr>
</thead>
<tbody>
<tr>
<td>DF-2020-00258</td>
<td>INFORMATION ON SELF</td>
<td>AL-JANABI, ALI</td>
<td>06/04/2020</td>
</tr>
<tr>
<td>DF-2020-00259</td>
<td>REQUEST DISCLOSURE OF THE FOLLOWING: REPORTS, CONCLUSIONS, RESULTS, AND RELATED MATERIALS PRODUCED IN CONNECTION WITH A PANDEMIC INFLUENZA EXERCISE CONDUCTED BY THE STRATEGIC POLICY FORUM (SPF) WITHIN THE NATIONAL DEFENSE UNIVERSITY IN FEBRUARY 2007. PARTICIPANTS INCLUDED MEMBERS OF CONGRESS AND SENIOR EXECUTIVE BRANCH OFFICIALS.</td>
<td>BYRNE, MALCOLM</td>
<td>06/04/2020</td>
</tr>
<tr>
<td>DF-2020-00261</td>
<td>REQUEST REPORTS, CONCLUSIONS, RESULTS, AND RELATED MATERIALS PRODUCED IN CONNECTION WITH A PANDEMIC INFLUENZA EXERCISE CONDUCTED AT THE REQUEST OF THE GOVERNOR OF HAWAII BY THE STRATEGIC POLICY FORUM (SPF) AT THE NATIONAL DEFENSE UNIVERSITY IN DECEMBER 2006. THE NAME OF THE EXERCISE WAS &quot;PANDEMIC TEMPEST.&quot;</td>
<td>BYRNE, MALCOLM</td>
<td>06/04/2020</td>
</tr>
<tr>
<td>DF-2020-00263</td>
<td>REQUEST REPORTS, CONCLUSIONS, RESULTS, AND RELATED MATERIALS PRODUCED IN CONNECTION WITH A PANDEMIC INFLUENZA EXERCISE CONDUCTED AT THE REQUEST OF THE GOVERNOR OF HAWAII BY THE STRATEGIC POLICY FORUM (SPF) AT THE NATIONAL DEFENSE UNIVERSITY IN JANUARY 2008. THIS EXERCISE WAS A REVAMPED VERSION OF THE DECEMBER 2006 EXERCISE &quot;PANDEMIC TEMPEST.&quot;</td>
<td>BYRNE, MALCOLM</td>
<td>06/11/2020</td>
</tr>
</tbody>
</table>
REQUEST ANY AND ALL E-MAILS, TEXT MESSAGES, OR OTHER RECORDS OF
COMMUNICATION ADDRESSED TO OR RECEIVED BY DEPUTY ATTORNEY

REQUEST REPORTS, CONCLUSIONS, RESULTS, AND RELATED MATERIALS
PRODUCED IN CONNECTION WITH A PANDEMIC INFLUENZA EXERCISE
CONDUCTED BY THE STRATEGIC POLICY FORUM (SPF) WITHIN THE NATIONAL
DEFENSE UNIVERSITY IN AUGUST 2007.

INFORMATION ON SELF

REQUEST REPORTS, CONCLUSIONS, RESULTS, AND ASSOCIATED MATERIALS RELATING TO
AN EXERCISE ENTITLED "DARK WINTER" CONDUCTED ON JUNE 22-23, 2001.

REQUEST THE OPPORTUNITY TO VIEW ALL TANGIBLE EVIDENCE INDICATING
WHETHER THE 2016 DATABASE BREACH WAS THE RESULT OF (1) OUTSIDE FORCES
(E.G., RUSSIAN AGENTS, PAKISTANI AGENTS, ETC.) WHO HACKED THE SERVERS
FROM A REMOTE LOCATION OR (2) AN INDIVIDUAL OR INDIVIDUALS WHO
WERE PRESENT AT OR INSIDE DNC FACILITIES AND COPIED THE DATA ONTO A
STORAGE DEVICE.

REQUEST A LIST OF YOUR CURRENT FLORIDA FEDERAL EMPLOYEES, INCLUDING
THEIR NAME, WORK EMAIL, AGENCY DEPARTMENT, AND OCCUPATION.

REQUEST A LIST OF YOUR CURRENT TEXAS FEDERAL EMPLOYEES, INCLUDING
THEIR NAME, WORK EMAIL, AGENCY DEPARTMENT, AND OCCUPATION.

REQUEST ANY AVAILABLE DOCUMENTATION PERTAINING TO RWANDAN
PRESIDENT PAUL KAGAME, INCLUDING THE PERIOD PRIOR TO ENTERING
GOVERNMENT SERVICE IN RWANDA.

REQUEST ANY AND ALL RECORDS REGARDING LINKAGES AND/OR
COMMUNICATIONS BETWEEN RUSSIAN ENTITIES AND/OR NATIONALS ON THE
ONE HAND, AND ANTI-FA-RELATED GROUPS AND/OR ACTIVISTS IN THE UNITED
STATES ON THE OTHER HAND. THE TIME FRAME FOR THE REQUESTED RECORDS
IS JUNE 1, 2018 TO THE PRESENT.

REQUEST INFORMATION ABOUT YOUR AGENCY'S POLICIES REGARDING EX PARTE MEETINGS DURING RULEMAKING.

ALL RELEASABLE RECORDS OF INTELLIGENCE REPORTS, PRODUCTS, AND
BRIEFINGS RELATED TO THE TALIBAN'S TARGETING OF US AND COALITION
FORCES IN AFGHANISTAN, AND ANY FINANCIAL OR MATERIEL SUPPORT
PROVIDED TO THE AFGHAN TALIBAN BY THE GOVERNMENT OF RUSSIA AND/OR
THEIR INTERMEDIARIES PURSUANT TO THE FACILITATION OF SUCH TARGETING
OPERATIONS.

Reviewed and Approved for release by ODNI/IRRG on 1/14/2021
1. DOCUMENTS MENTIONING, DESCRIBING OR GENERATED IN RESPONSE TO THE BLUELEAKS RELEASE, THE PRECEDING HACK OR SUBSEQUENT FALLOUT, INCLUDING BUT NOT LIMITED TO:* DAMAGE ASSESSMENTS* EMAILS* INTERAGENCY COMMUNICATIONS (LOCAL, STATE, OR FEDERAL)* COMMUNICATIONS WITH THE PRESS ABOUT BLUELEAKS* COMMUNICATIONS WITH TWITTER OR OTHER SOCIAL MEDIA OR SHARING PLATFORMS. 2. DOCUMENTS MENTIONING OR DESCRIBING DISTRIBUTED DENIAL OF SECRETS (DDOSECRETS).

ALL RECORDS POSSESSED BY THE ODNI PERTAINING TO ATTEMPTS BY RUSSIAN NATIONALS, ASSOCIATES OR INTELLIGENCE OFFICIALS TO OFFER BOUNTIES TO AFGAN MILITANTS IN EXCHANGE FOR THE KILLING OF U.S. TROOPS IN AFGHANISTAN BY THE ODNI. SECONDLY, CURRENT REQUESTS ALL RECORDS POSSESSED BY THE ODNI CONCERNING PLANNED, CONSIDERED OR EXPLORED ACTIONS IN RESPONSE TO AFGAN MILITANTS TARGETING U.S. SERVICEMEN WITH THE PROMISE OF BOUNTIES FROM RUSSIAN NATIONALS AND/OR INTELLIGENCE OFFICIALS. THIRDLY, CURRENT REQUESTS RECORDS OF ALL COMMUNICATIONS TO AND FROM OFFICIALS OF THE ODNI WITH OTHER AGENCIES, DEPARTMENTS OR INDIVIDUALS WITHIN THE FEDERAL GOVERNMENT REGARDING PLANNED, CONSIDERED OR EXPLORED ACTIONS IN RESPONSE TO AFGAN MILITANTS TARGETING U.S. SERVICEMEN WITH THE PROMISE OF BOUNTIES FROM RUSSIAN NATIONALS OR ASSOCIATES. FOURTHLY, CURRENT REQUESTS RECORDS ON THE INITIAL, AND ANY ADDITIONAL, INTELLIGENCE ASSESSMENTS OF THE ODNI REGARDING THE THREAT POSED BY AFGAN MILITANTS ACTING ON PROMISE OF BOUNTY BY RUSSIAN AGENTS AGAINST U.S. TROOPS IN AFGHANISTAN BY

ANY ATTENDANCE SHEET, SIGN-IN SHEET, PARTICIPANT LIST, SCHEDULE, OR OTHER RECORD DOCUMENTING ATTENDANCE AT ANY INTELLIGENCE ADVANCED RESEARCH PROJECTS ACTIVITY PROPOSERS’ DAY HELD BETWEEN JAN 1, 2016 AND PRESENT.

UNCLASSIFIED