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Human Rights Watch submits the following comments to the Review Group on Intelligence and Communications Technologies (Review Group) in response to its request regarding surveillance programs operated by the United States government. Human Rights Watch is an independent global organization with a presence in more than 90 countries, working to promote respect for and adherence to human rights obligations around the world.

I. Mandate and Capacity

President Obama has directed the Review Group to “assess whether, in light of advancements in communications technologies, the United States employs its technical collection capabilities in a manner that optimally protects our national security and advances our foreign policy while appropriately accounting for other policy considerations, such as the risk of unauthorized disclosure and our need to maintain the public trust.”1 Although the President's original memorandum does not mention privacy, a subsequent press statement asks the Review Group to assess the impact of current surveillance and data collection programs on the administration's “commitment to privacy and civil liberties.”2

The United States has been a leader in promoting Internet freedom around the world and its Internet industry has become an engine of growth in today's globally connected economy. However, US credibility has been deeply undermined by recent revelations about the vast extent of its secret dragnet surveillance programs that have violated human rights, and that bear serious implications for global internet governance and economic competitiveness.

---


The summer of 2013 has been marked by a familiar pattern: a press disclosure suggests previously unknown government surveillance or data collection programs. This is followed by assurances from the Obama administration that the National Security Agency’s surveillance programs are targeted, proportional, and subject to oversight. Documents then emerge that undermine this narrative. The pattern then repeats itself, undermining public trust in government’s commitment to human rights.

We hope the Review Group can play a role in reversing this pattern. Its mandate requires it to examine whether existing safeguards and oversight mechanisms adequately protect rights. As a threshold matter, greater transparency about key aspects of the program is crucial to the examination. A meaningful public debate about whether current surveillance practices are justified is simply not possible without a fuller accounting of its elements. In addition, the Review Group’s mandate includes an assessment of whether surveillance practices advance US foreign policy interests. Any pragmatic consideration of the impact of US surveillance programs on foreign policy must address their impact on US interests in promoting Internet freedom, human rights, and multi-stakeholder Internet governance. We address these issues in turn below.

II. Transparency, Oversight, and Public Accountability

HRW welcomes the opportunity to comment and make suggestions for reform. However, there are some obvious limitations in this approach. Only some information about these programs is public, or has become public through disclosures (willing, authorized, or otherwise). But many important aspects are still classified, such as how statutory authority is being interpreted and how supposed “minimization” and “targeting” procedures are being applied and enforced. Meaningful public debate about the lawfulness and proportionality of these programs will be difficult without greater public insight into these key aspects of current programs.

Excessive secrecy is one of the most problematic aspects of the US bulk surveillance programs. Some secrecy is necessary as it pertains to specific investigations. However, as the UN Special Rapporteur on freedom of expression Frank La Rue stated in his 2013 report, limitations on the right to privacy must be prescribed by law, “meeting a standard of clarity and precision that is sufficient to ensure that individuals have advance notice of and can foresee their application.”

The government so far has failed to plainly and fully describe what intrusions on privacy are imposed through these programs so that the public can understand and evaluate the limits on its

---


When it became known how broadly the government had interpreted “relevance” under Section 215 of the Patriot Act, it was clear the level of secrecy had gone too far.\footnote{The Administration has argued that collection of all metadata of all customers of a given telecommunications company meets the relevancy standard because this “category of data,” when searched and analyzed, will produce information “pertinent to terrorism investigations” and because the analytic tools used to analyze the data require the collection of large volumes of metadata. See “Administration White Paper: Bulk Collection of Telephony Metadata Under Section 215 of the USA PATRIOT Act,” August 9, 2013, pp. 8-15, http://www.documentcloud.org/documents/750210-administration-white-paper-section-215.html, (accessed October 11, 2013).} Even less is known about the breadth of orders currently being used to obtain communications content from Internet companies under Section 702. But given the vast sweep of the data capture and surveillance, there is little doubt that the programs lack the targeted and foreseeable nature that would ensure they are lawful and proportionate intrusions on individual privacy under international human rights law.

Though the government claims the FISA court and the congressional intelligence committees act as checks on executive powers, these checks inadequately protect against excesses or ensure democratic accountability. Only a very small group of members of Congress are apprised of the most controversial aspects of the program, and even for those that are, the information is provided in secret. In such circumstances, no incentives exist for reform because any given legislator’s constituency is left in the dark and therefore is unlikely to put pressure on their representative for change. Legislators, however, are generally sensitive to public anxiety about security. Between the administration’s poorly documented claims that these sweeping programs are critical for national security, and the pervasive secrecy as to their scope and operation, legislators face considerable pressure but are unable themselves to exercise any independent judgment about whether they are indeed necessary or proportionate to protecting public safety.

The FISA court, as currently constituted, also appears incapable of exercising adequate oversight. Recent disclosures have exposed numerous problems related to the court’s ability to rein in the inevitable attempts by executive agencies to maximize their authority. The chief judge of the FISA court admitted that the court “does not have the capacity to investigate issues of noncompliance” and is “forced to rely upon the accuracy of the information that is provided to the Court,” putting
in question the strength of judicial oversight. A 2011 FISA court opinion released on August 21 suggests an ongoing pattern of misdirection by intelligence authorities: “The court is troubled that the government’s revelations regarding NSA’s acquisition of Internet transactions mark the third instance in less than three years in which the government has disclosed a substantial misrepresentation regarding the scope of a major collection program.” (Notably, the administration only agreed to disclose this opinion after fighting a freedom of information request for over a year.) The Honorable James Robertson, former FISA court judge, has further urged the introduction of some form of institutional public advocate at the FISA court, citing lack of sufficient safeguards to protect the interests of those on the other side of the government’s argument. Had there been such an institutional advocate, for example, the very broad interpretation of “relevance” under Section 215 might have been challenged, and not approved.

The court has also issued orders greatly limiting the amount of information the public could obtain about how much information the US government was collecting. The orders left the public in the dark as to whether companies had ever objected to or challenged disclosure orders.

The following sections of this document outline questions raised by the disclosures to date that the Review Group should strive to answer in its public report to the fullest extent possible, or lay the groundwork for a public account of unanswered questions that remain beyond the Review Group’s tenure.

A. Section 215 of the Patriot Act

Though there are limitations to what we know about programs run under Section 215 of the Patriot Act, what we have learned recently through disclosures is deeply troubling. On its face Section 215 authorizes the government to obtain certain “tangible things” or business records so long as they are “relevant” to an authorized investigation. However, the Foreign Intelligence Surveillance Court (FISC) has interpreted this relevance requirement extremely broadly. This interpretation has

---


apparently led the court to authorize the National Security Agency (NSA) to collect all call detail record or “telephony metadata” created by the US telecommunications company, Verizon, and others.\textsuperscript{10} Metadata, while not including the substantive content of communications, can be highly revealing, demonstrating patterns of behavior, associations, and beliefs, especially when collected at large scale.

Congressman Jim Sensenbrenner (R-WI), author of the PATRIOT Act, has argued that “seizing phone records of millions of innocent people is excessive and un-American.”\textsuperscript{11} Congressman Sensenbrenner has filed an amicus brief in a lawsuit against administration officials to argue that such bulk collection of phone records violates the Patriot Act and Congress’s clear intent in enacting Section 215.\textsuperscript{12}

The government claims that the metadata being collected cannot be “queried”—that is, searched or processed in some way—unless there is a reasonable suspicion that a particular telephone number is associated with a specified foreign terrorist organization.\textsuperscript{13} Even then, the government claims that it can only be queried to identify contacts of the telephone number associated with the specified foreign terrorist organization. Follow-up investigations resulting from analysis of metadata, such as surveillance of particular US telephone numbers, the government claims, requires a traditional FISA court order based on probable cause that the person under investigation is an agent of a foreign power.\textsuperscript{14}

However, many of the details of these alleged limits are not in the statute. They may be in the purported “minimization procedures,” but the full content of these procedures have not been made public. The government claims that only a small portion of the data that is collected under Section 215 is actually ever reviewed because the vast majority of data is never going to be responsive to terrorism-related queries. For example, in 2012 the Office of the Director of National


\textsuperscript{11}Ibid.


Intelligence has said fewer than 300 “identifiers” were approved searching this data. What is actually meant by the term “identifiers,” and how many individuals an identifier may implicate, is not yet fully clear. However, millions of people may be subject to scrutiny through their metadata, which can expose their network of contacts and connections, because analysts are entitled to extend their collection and analysis three “hops” from the original target. The FISA court itself has questioned the efficacy of safeguards in the past, finding in 2009 that the “NSA had been routinely running queries of the metadata using querying terms that did not meet the required standard for querying. The Court concluded that this requirement had been ‘so frequently and systematically violated that it can fairly be said that this critical element of the overall ... regime has never functioned effectively.’”

The claim that all metadata may be lawfully collected as “relevant” to an authorized investigation strains any common or reasonable interpretation of “relevant.” Similarly, the notion that data is not “collected” until it is searched strains any common or reasonable interpretation of the word “collect.” The injury to personal privacy, and consequently to freedom to associate, speak, get information, or act according to one’s conscience, begins at the moment the government seizes a communication, regardless of when, whether or how the government decides to analyze it.

Furthermore, if collection of all telephony metadata, even with limitations on further use, is deemed acceptable, where does the line between permissible and impermissible collection end? Senator Ron Wyden (D-Ore.), who sits on the Senate Intelligence Committee and therefore has far more knowledge about the capacities of the program than the general public, has warned, for example, that medical records, financial records, school records, and records of credit card purchases, could be subject to bulk collection under current interpretations of Section 215 of the Patriot Act.

In order for the Review Group to do a comprehensive review of this program to evaluate its lawfulness, necessity, and proportionality, we urge it to determine and report publicly on the following:

---

• What specific current and past “minimization procedures” have been applied to data collected under this program? How greatly have they in fact narrowed communications subject to surveillance or limited the amount of metadata that is further scrutinized? What safeguards are applied when deciding how to access and use the data collected?
• How long may various kinds of data be retained?
• How is data transferred or shared between government agencies, and under what legal authority or criteria if any?
• The recently disclosed 2009 report from the Department of Justice Inspector General on the government's data collection programs indicates that a program in which bulk Internet metadata was collected ended in 2011. Redacted documents disclosed by the Director of National Intelligence on July 31, 2013 describe bulk collection programs conducted under both Section 215 of the Patriot Act and Section 402 of FISA.18 What other bulk metadata collection, if any, is being or has been conducted under Section 215 of the Patriot Act or under any other authority? Can the Review Group clarify whether authorities are collecting any kind of Internet metadata in bulk under Section 215 or any other existing legal authority?
• How many and what kinds of other companies are required to produce bulk metadata information or other information under Section 215 of the Patriot Act or other authorities?
• To what extent are authorities compelling online service providers or other companies to disclose encryption keys under Section 215 or any other legal authority?

B. Section 702 of the FISA Amendments Act of 2008 and Upstream Collections

Unlike Section 215 of the Patriot Act, Section 702 of the FISA Amendments Act of 2008 does authorize the collection and surveillance of the content of communications. Under Section 702, the attorney general and director of national intelligence may issue one-year blanket authorizations for surveillance of non-citizens who are “reasonably believed” to be outside the United States (“non-US persons”) in order to acquire “foreign intelligence information.” The FISA court is tasked with approving safeguards (targeting and minimization procedures) ostensibly aimed at protecting US person communications “inadvertently” captured as part of the targeting of foreigners. However, these procedures, a 2009 version of which was leaked to the press (hereinafter “targeting procedures” and “minimization procedures”),19 fail to adequately protect privacy interests of both US persons and non-US persons alike. Contrary to misleading or

mismis informed public statements by US officials, the procedures provide weak protections for US persons and no protection for the privacy interests of non-US persons.

The purpose of the targeting is supposed to be to gather “foreign intelligence information,” but that term is defined very broadly. For example, for a non-US person, the communication need only “relate to” terrorism, intelligence activities of another government, the national defense, or the foreign affairs of the United States in order to be considered foreign intelligence information. Even then, when looking at whether a particular foreign target is likely to communicate foreign intelligence information, the targeting procedures only require an assessment that the target is “associated” with, “has communicated” with, or is “listed in the telephone directory of,” among other factors, “a foreign power or territory.” Also, the procedures state that the target is “presumed” to be a non-US person, unless such person can be positively identified as a US person or the nature and circumstances of the person’s communications give rise to a reasonable belief that such a person is a US person. For US persons, the standard, in the statute at least, is a bit higher, requiring the communication must be “necessary to” terrorism, intelligence activities of another government, the national defense or the foreign affairs of the United States in order to be considered foreign intelligence information. Additionally, though communications about these issues may be targeted, it is not just the communications of individual targets that can be the subject of the surveillance but communications “about” the targets as well—potentially encompassing a very broad swath of communications.

Furthermore, the entire program is based on the assumption that non US-persons abroad have far fewer privacy rights, if any, than US persons, a position with which Human Rights Watch strongly disagrees. There may be a strong state interest in subjecting specific foreign communications to surveillance. However, such intrusions on privacy rights must be narrowly tailored and


21 50 USCA § 1801(e).


23 Ibid.

24 50 USCA § 1801(e).

proportional to the particularly weighty state interest being protected and should not be based on
arbitrary distinctions such as citizenship or non-citizenship of any particular state. Even in the
case of US citizens, though the procedures call for domestic communications to be promptly
destroyed, the content can be retained if it includes significant foreign intelligence information,
evidence of a crime or a serious threat to life or property, technical information necessary to
understand or assess communications, or encrypted information—all of which could implicate
potentially broad swaths of communications.26 Furthermore it is NSA analysts who make decisions
on retention and on foreign targets with apparently scant ongoing review by the FISA court for
compliance with targeting or minimization procedures.

In order for the Review Group to conduct a comprehensive review of this program to evaluate its
lawfulness, necessity and proportionality, we hope it can determine and publicly report on the
following:

- Greater clarity on, including specific descriptions of, the minimization and targeting
  procedures that are currently in place, as well as those that had been in place previously.
- The scope and breadth of the orders issued to Internet companies under FAA Section 702,
  including the number of individual users or accounts impacted by orders to the Internet
  companies named in the disclosed PRISM slides under this authority annually.
- To what extent is fiber optic cable tapping happening, where is it happening, how is it
  implemented from a technical perspective, and under what legal authority? What
  minimization or targeting procedures apply to this tapping if any? Are there any
  shortcomings in these procedures? Are they evaluated in any way on a periodic basis by
  the FISA court?
- The results of any auditing conducted by the DOJ or ODNI that according to the targeting
  procedures leaked to the media were to be conducted every 60 days.
- The results of any other audits conducted by any other oversight bodies regarding any
  over-collection under the authority of section 702.
- Were there any instances in which the NSA used its authority in Section V of the targeting
  procedures to depart from the procedures on a temporary basis to protect against an
  immediate threat to US national security?27 If so, how often and what was the nature of the
  departure? Was the FISA court informed about these departures if any took place?

26 “Minimization Procedures Used By The National Security Agency In Connection With Acquisitions of Foreign
Intelligence Information Pursuant to Section 702 of the Foreign Intelligence Surveillance Act of 1978, as Amended,” p. 5.

27 According to a set of NSA targeting procedures released by the Guardian on June 20, 2013, the NSA may depart from
the targeting procedures approved by the FISA court “in order to protect against an immediate threat to the national
security,” and where it is “not feasible to obtain a timely modification” of the targeting procedures. The NSA must still
report the activity promptly to the DOJ and other authorities. Section V, Procedures Used by the National Security Agency
C. Justifications For Collection and Secrecy Under The Programs


Forty-one of the cases allegedly involved threats in other countries, including 25 in Europe. However, only four specific cases have been mentioned publically.

In a Senate Judiciary Committee FISA oversight hearing on October 2, General Keith Alexander confirmed under questioning by Senator Patrick Leahy (D-Vt) that of the 54 cases, only thirteen had a nexus with the US and only once or possibly two threats were thwarted as a direct result of bulk metadata collection. Senator Leahy argued that citing misleading statistics to justify massive collection programs undermines the credibility of the government’s arguments. Of the 54, it is unclear how many of these alleged thwarted plots were due to the information obtained under section 702 authority. Both Senators Ron Wyden (D-Ore.) and Mark Udall (D-Colo.), outspoken critics of the surveillance programs, have said “multiple” terrorist plots appear to have been disrupted at least in part because of Section 702, but the bulk phone records collection program under section 215 of the Patriot Act played little or no role.

As Bob Litt, General Counsel for ODNI admitted in testimony before the House Judiciary Committee on July 17, 2013, it was clearly the intent of the administration to keep the extent of the collection and other aspects of these programs secret. When asked by Judiciary Committee Chairman Bob Goodlatte, (R-Va): “Do you think a program of this magnitude, gathering information involving a large number of people involved with the telephone companies and so on, could be indefinitely kept secret from the American people?” Litt replied: “Well, we tried.”


Ibid.


Given the enormous public interest in what data or communications the US government is able to collect about its citizens, let alone from others around the globe, as well as in how the government retains or uses that information, it is hard to understand what national security interest might be strong enough to justify the levels of secrecy around these two programs. Certainly the evidence put forward so far on actual threats directly prevented by these programs is hazy and slight. However, we urge the Review Group to gather information that will provide greater clarity about how necessary and effective information obtained under Section 215 and Section 702 respectively has been in protecting the United States against terrorism and whether such information or similar information would have been obtainable by alternate means, in order to provide objective analysis about the alleged justifications under the programs.

III. Impact on Internet Freedom, Human Rights, and Global Internet Governance

The impact surveillance programs have on fundamental human rights and on Internet governance policies globally should be of concern to the Review Group and fall within the Review Group’s mandate.

A. Internet Freedom and Human Rights

Since at least 2010, the Obama administration has made Internet freedom a signature foreign policy priority. The US has been instrumental in attracting allies to take part in the Freedom Online Coalition of governments and promoting human rights online at key international venues like the UN Human Rights Council and the Internet Governance Forum. In 2013 alone, the State Department and USAID awarded $25 million to “groups working to advance Internet freedom -- supporting counter-censorship and secure communications technology, digital safety training, and policy and research programs for people facing Internet repression.”

Today, however, the US government’s ability to promote Internet freedom at the global level has been deeply undermined by revelations about US surveillance programs. By ignoring the privacy interests of non-US persons, in both law and rhetoric, the US has alienated key allies and

---


undermined its moral standing on Internet freedom, making diplomatic efforts to challenge abuses to the right to privacy and freedom of expression abroad less effective.

Since 1992, the United States has been a party to the International Covenant on Civil and Political Rights (ICCPR) and other international treaties, which obligate it to recognize and protect, among other rights, the right to privacy, free expression, and free association.36 A 2011 UN Human Rights Council resolution affirmed that “the same rights that people have offline must also be protected online.”37 Although these rights may be subject to certain restrictions, these are universal rights held by US citizens and non-US citizens alike, both within and outside US territory.

Article 17 of the ICCPR guarantees the right to be free from arbitrary and unlawful interference with privacy and “correspondence,” a term that is authoritatively interpreted to encompass all forms of communication, both online and offline.38 These rights must be upheld by governments wherever they exercise their sovereign powers, and they apply to all categories of persons.39 These rights are essential to the functioning of any free democracy, but they are also not absolute. They may be subject to certain restrictions for reasons necessary for national security or the maintenance of public order. However, any restrictions must not be arbitrary or unlawful—that is, they must be prescribed by law, proportionate, and narrowly tailored to achieve a legitimate aim.40

The UN Special Rapporteur on the promotion and protection of the right to freedom of opinion and expression, Frank La Rue, stated in his April 2013 report, “[i]nadequate national legal frameworks create a fertile ground for arbitrary and unlawful infringements of the right to privacy in communications and, consequently, also threaten the protection of the right to freedom of opinion

---

39 According to the General Comment No. 31 of the ICCPR by the Human Rights Committee, the body that monitors international compliance with the ICCPR, “a State party must respect and ensure the rights laid down in the Covenant to anyone within the power or effective control of that State Party, even if not situated within the territory of the State Party.” The General Comment further states that “the enjoyment of Covenant rights is not limited to citizens of States Parties but must also be available to all individuals, regardless of nationality or statelessness, such as asylum seekers, refugees, migrant workers and other persons.” UN Human Rights Committee, General Comment No. 31, The Nature of the General Legal Obligation Imposed on States Parties to the Covenant, U.N. Doc. CCPR/C/21/Rev.1/Add. 13 (2004), at para. 10, http://www.unhchr.ch/tbs/doc.nsf/o/58f5da646e861359c1256f600533f5f (accessed August 1, 2013).
40 April Report of the Special Rapporteur, supra note 3, para. 29.
and expression.”41 While the US’s Internet freedom agenda has largely focused on the rights of freedom of expression, association, and assembly, protecting the right to privacy is fundamental for the enjoyment of these rights and cannot be separated.42

Recent revelations also suggest that the government may be systematically undermining international encryption standards and security practices adopted by online service providers.43 This represents not only a severe breach in public trust, but a sharp example of policy incoherence within the US government. Through programs run by the State Department, USAID, and the Broadcasting Board of Governors, the US has spent over $100 million on security training and the development of privacy tools used by Internet activists and human rights defenders all around the world.44 If the revelations are true, then the US government has acted to weaken the security of all Internet users, including those online activists in closed societies that the US has spent millions to protect. As security expert Bruce Schneier has explained, “[the NSA is] deliberately weakening Internet security for everyone—including the good guys. It’s sheer folly to believe that only the NSA can exploit the vulnerabilities they create.”45

The widening gap between what the US promotes and what it actually practices has damaged the government’s ability to advance core foreign policy goals. The US must lead by example or risk undermining gains made to the promotion of Internet freedom at the global level. How vigorously this Review Group, Congress, and other relevant bodies review and reform the surveillance programs at issue will set a standard for oversight and the protection of the right to privacy and civil liberties for countries around the world going forward.

Human Rights Watch urges the Review Group to conduct a comprehensive review of current surveillance programs to evaluate their lawfulness, necessity, and proportionality, and their impact on core foreign policy goals like Internet freedom. The UN Special Rapporteur’s report provides guidance in this regard.46 We ask the Review Group to make recommendations on the reforms necessary to ensure the programs’ consistency with both US constitutional requirements

41 April Report of the Special Rapporteur, supra note 3, para. 3.
46 April Report of the Special Rapporteur, supra note 3.
and US obligations under human rights law. To the extent a comprehensive review isn’t possible within the Review Group’s tenure, we ask that the Review Group make recommendations for ensuring greater transparency and disclosure so that such a review can be taken forward by other actors, including Congress or the Privacy and Civil Liberties Oversight Board.

B. Corporate Responsibility and Access to Redress

As the United Nations recognized in 2011, companies have a responsibility to respect human rights and ensure they do not contribute to abuses.\(^7\) HRW is a founding member of the Global Network Initiative (GNI), an organization that has established standards for corporate responsibility in the technology sector for the rights of freedom of expression and privacy.\(^8\) Several major Internet companies named in disclosures about the PRISM program are also members of the GNI. Under the GNI’s standards, companies have a responsibility to resist arbitrary and overbroad government requests for information about their users. The US government has been a strong advocate for the GNI’s objectives and work, especially as US-based Internet companies expand globally.\(^4^9\)

Human Rights Watch is concerned that the US has now provided a roadmap to all governments for how to secretly enlist information and communications technology (ICT) companies in mass collection of user data. Other governments are likely to demand the same access to user communications and data that the US commands, making it more difficult for US-based companies to resist overbroad requests wherever they operate—undermining a key component of the US’s Internet freedom agenda. Allegations that the US may be demanding ICT companies to hand over encryption keys or deliberately weaken security practices, while forbidding companies from reporting on these demands, only exacerbate the problem.

To meet their responsibility under the GNI and international human rights standards, HRW has urged Internet and telecommunications firms to regularly report on the number of government requests for user data they receive around the world, as well as how companies respond to those requests. Several US Internet companies now issue such “transparency reports.”\(^5^0\) This


information is important not only to hold companies accountable where they contribute to abuses, but also to discourage overbroad or arbitrary use of surveillance powers by governments. HRW believes the same principle applies to these companies’ operations in the US. The Review Group should examine and make recommendations for how to remove barriers on disclosure around how companies are responding to government requests for interception, access to metadata, or access to the content of communications. It should also examine whether third parties, such as companies, have a reasonable form of recourse and transparency if they believe a government order for information is too broad or poses a serious risk to human rights.

The Review Group should also recommend procedures to allow companies to notify users when their information has been divulged under FISA, National Security Letter statutes, or other authorities. As the UN Special Rapporteur Frank La Rue stated in his 2013 report to the Human Rights Council, such notification is critical to enabling individuals to challenge unlawful practices where they occur and to seek redress.\footnote{April Report of the Special Rapporteur, supra note 3, para. 82.}

In 2008, Human Rights Watch joined Amnesty International and other human rights and labor organizations to challenge the constitutionality of Section 702 of the FISA Amendments Act. In its February 26 opinion in \textit{Clapper v. Amnesty}, the Supreme Court rejected the challenge based on lack of standing, arguing that because the surveillance was secret, the organizations could not prove that they were under surveillance.\footnote{This opinion effectively shielded the United States’ national security surveillance policies from judicial review and presents a major barrier for redress.} We recognize that advance or concurrent notification may not be possible while an investigation is ongoing. However, the Review Group should make recommendations on procedures for imposing a reasonable time limit on gag orders or other limitations on disclosure imposed on companies. When that time limit has run, government authorities should bear the burden of demonstrating to the FISA court that an immediate national security interest outweighs the public interest in disclosure of the request.

\section*{C. Global Internet Governance}


\footnote{Clapper v. Amnesty Int’l USA, No. 11–1025, slip op. (U.S. Feb. 26, 2013).}

In 2012, the US played a critical role in ensuring the International Telecommunication Union’s World Conference on International Telecommunications treaty negotiation did not result in international telecommunications regulation that would have undermined the very nature of the free and open Internet.\textsuperscript{54} This treaty conference was only the latest episode in a much larger debate over how the Internet should be governed, whether through a top-down, government-centric model or through the current multi-stakeholder model (with civil society, industry, and governments each playing a meaningful role).\textsuperscript{55} In all these efforts, the US, along with its allies, has acted as a critical counterweight to those states that would move away from the multi-stakeholder model of governance or transform the Internet into a convenient tool for those governments bent on repression and control.

The recent revelations have alienated key allies and actors in this debate. Though the Internet was born in the US, the revelations suggest that the US has been a poor steward of an increasingly global resource. There is a growing perception that the US is exploiting its unique position within the Internet’s ecosystem: the most popular online service providers store most of their data within US territory and much of the world’s Internet traffic still transits through the US, giving the government unparalleled access to the world’s metadata and communications. Yet the US does not recognize the privacy rights of non-Americans outside the US. This two-tiered approach to privacy, a universal right, is fueling international outrage and leading to calls for greater regulation at the international level. It is also placing pressure on technology companies to localize data storage practices to keep data out of US hands.

For example, in her opening statement to the 68\textsuperscript{th} session of the United Nations General Assembly, Brazilian President Dilma Rousseff excoriated the US for its surveillance activities directed at Brazil, asserting:

\begin{quote}
A sovereign nation can never establish itself to the detriment of another sovereign nation. The right to safety of citizens of one country can never be guaranteed by violating the fundamental human rights of citizens of another country. The arguments that the illegal interception of information and data aims at protecting nations against terrorism cannot be sustained. Brazil, Mr. President, knows how to protect itself. We expressed to the Government of the United States our disapproval, and demanded explanations, apologies and guarantees that such procedures will never be repeated. Friendly governments and
\end{quote}


societies that seek to build a true strategic partnership, as in our case, cannot allow recurring illegal actions to take place as if they are normal. They are unacceptable.\textsuperscript{56}

President Rousseff went on to say that the UN “must play a leading role in the effort to regulate the conduct of States with regard to these technologies.”\textsuperscript{57}

In a September 25 joint communiqué from the sidelines of the UN General Assembly, the India, Brazil, and South Africa (IBSA) group of states criticized the practices revealed by the documents Edward Snowden disclosed as a “serious violation of national sovereignty and individual rights ... incompatible with coexistence between friendly countries.”\textsuperscript{58} Policymakers in Brazil, Germany, and elsewhere in Europe have called for greater localization of their citizens' data to ensure better privacy protections, with serious implications for the structure and functioning of the global Internet.\textsuperscript{59}

Just as troubling, US actions have now emboldened states that have terrible records in protecting the rights of their own residents online to demand a greater role in governing the Internet. At the 24\textsuperscript{th} session of the Human Rights Council, Pakistan expressed concern about the extraterritorial impact of the US's surveillance practices and the lack of access to redress for non-US persons in a statement on behalf of a group of states that included Ecuador, Venezuela, Cuba, Zimbabwe, Uganda, Russia, Indonesia, Bolivia, Iran, and China.\textsuperscript{60} This group of states argued that existing mechanisms like the Internet Governance Forum have not been able to “deliver desired results”—ostensibly, the monitoring of privacy abuses—and that a “strategic rethinking of the global Internet governance mechanism is inevitable,” including through “enhanced cooperation.” In the rarified vocabulary of Internet governance, this is a call to move away from the model of governance the US has promoted since the Internet’s inception.


\textsuperscript{57} Ibid.


The Review Group should assess the impact of US surveillance programs and the government’s failure to recognize the privacy interests of non-US persons on these critical US foreign policy priorities.

IV. Recommendations

Regarding Sections 215 and 702 we ask the Review Group to consider and incorporate the following into its recommendations to the administration:

*Collection of communications metadata:*

- Support legislative reforms that would prevent bulk collection of communications metadata under Section 215 or any other authority and bar use of Section 215 for prospective surveillance.
- Support reforms to ensure that minimization procedures provide robust safeguards against arbitrary or overbroad privacy intrusions, including by ensuring the scope of collection is proportionate and by imposing limitations on retention, use, and dissemination. Such procedures should apply regardless of whether the individual implicated is a US person or whether the data collection occurs inside US territory.
- Support legislative reforms removing language from Section 215 (b)(2) that allows authorities to assert that the information or “tangible thing” they are seeking is “presumptively relevant” under specific circumstances. Reforms should require that authorities must demonstrate that the tangible thing sought is relevant on its own accord.

*Programmatic surveillance under Section 702:*

- Support an end to programmatic warrantless surveillance under Section 702 and require the government to obtain an individualized warrant to conduct surveillance on both US persons and non-US persons, irrespective of where the surveillance occurs.
- Recommend legislative fixes to ensure more rigorous safeguards to be incorporated into minimization procedures for Section 702 that apply to the collection of the content of communications and metadata. Such safeguards should apply to both US and non-US persons irrespective of where the surveillance occurs and should include, for example, limitations on retention, use, and dissemination. The FISA court should play a role in ensuring that distinctions made in minimization safeguards are not based on arbitrary factors.
- If programmatic authorization continues, support meaningful review by the FISA court or another arm of the judiciary about how the procedures authorized under the program are being implemented on an ongoing basis, and to what effect.
• If programmatic surveillance continues, ensure that the category of information about criminal activity that can be retained be more narrowly tailored so that only evidence for important investigations of federal crimes or crimes involving the threat of death or serious bodily injury can be retained, and not all “crimes.”
• Support reforms that ensure that the FISA court, in addition to DOJ and ODNI, be informed about any departures from them that take place, under the authority provided in Section V of the targeting procedures, on a temporary basis to protect against a national security threat.
• Support reforms that further narrow targeting requirements by limiting surveillance to communications to which a target is a party, rather than merely “about” the target.

Under both programs:

• The Review Group should recommend the creation of an institutional adversarial advocate for the FISA court so that interests of those other than the government are represented when considering interpretations and applications of the law.
• Make recommendations for how to ensure affected individuals and third parties (like ICT companies) have a reasonable form of recourse or ability to challenge unlawful requests.
• Support reforms that ensure there is clarity in the law regarding the kind of information that the government can obtain and any predicate for the use and dissemination of that information from US persons and non-US persons alike so that individuals have notice and can foresee how the law will be applied.
• Support reforms that would recognize privacy interests as implicated as soon as information is collected, not merely when queried or otherwise processed.
• Support legislative changes that would restore the requirement that foreign intelligence be the primary purpose not merely the significant purpose of any programmatic surveillance.
• Support reforms that would ensure that criminal defendants are provided notice of when evidence obtained using either 215 or 702 authority will be used in their case and ensure they have access to how the evidence was derived under these authorities so they can meaningfully challenge the validity and constitutionality of its collection.

Regarding transparency and oversight, we ask the Review Group to consider and incorporate the following in its recommendations to the administration:

• Create a declassification process for significant legal opinions of the FISA court and Foreign Intelligence Surveillance Court of Review, or other significant legal interpretations that apply to use of Section 215 and Section 702 authorities. Publication, with appropriate and conservative redaction where shown by evidence to be genuinely necessary, should be required unless substantial and particular justification is put forward. For prior cases, if
declassifying full opinions is not possible because of legitimate national security concerns, then declassified summaries and redacted versions of the opinion should be made available. Such declassification is necessary for assessing the lawfulness and proportionality of current programs, and to improve public oversight and enable a more informed public debate.

- The US government should lead by example and issue an annual public report on how it is using its various intelligence gathering authorities. Such a report could augment existing statutory reporting on use of wiretap authorities. Reporting should cover:
  - The number of government requests for information made under specific legal authorities such as Section 215 of the Patriot Act, Section 702 of the FISA Amendments Act, National Security Letter statutes, and others;
  - The number of individuals, accounts or devices for which information was requested under each authority; and
  - The number of requests under each authority that sought communications content, basic subscriber information, or other information.

- As proposed by some legislative initiatives, require that, in addition to having to share certain orders and interpretations with some relevant congressional committees, require that the Attorney General share these with all members of Congress within 45 days of submitting them to the committees and unclassified summaries of these items with the public within 180 days.

Regarding the role of companies and access to redress, we ask the Review Group to consider and incorporate the following in its recommendations to the administration:

- The US government should allow Internet and telecommunications companies to regularly report statistics on the number of national security-related requests they have received and how they have responded. In particular, the government should remove barriers to disclosure of the following:
  - The number of government requests for information about their users made under specific legal authorities such as Section 215 of the Patriot Act, Section 702 of the FISA Amendments Act, National Security Letter statutes, and other authorities;
  - The number of individuals, accounts or devices for which information was requested under each authority; and
  - The number of requests under each authority that sought communications content, basic subscriber information, or other information.
  - The occasions on which the companies have complied or challenged such requests.
• The Review Group should recommend procedures for allowing companies to notify users when their information has been divulged under FISA, NSL statutes, or other national security authorities.

• Allow production orders or non-disclosure orders to be challenged immediately, as proposed by some legislative initiatives. For example, some legislative proposals would eliminate the current provision in the law that prevents challenge of the legality of a production or non-disclosure order under Section 215 until one year after it has been issued, and, instead, allows these orders to be challenged immediately.

• For Section 215, as proposed by some legislative initiatives, eliminate the provision in the law that provides the Attorney General, Deputy Attorney General, Assistant Attorney General or Director of the FBI with the ability to defeat a petition challenging a non-disclosure order simply by “certifying” that disclosure of the order “may” endanger the national security of the US. The FISA court should play a meaningful role in assessing whether the danger to national security posed by disclosure is supported by sufficient and specific evidence that shows it outweighs the public interest in a democracy in allowing disclosure.